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Overview 
This document describes the changes in the CCM and CCMx firmware since version 7.6.43.  These changes include Bug Fixes.  

Like previous versions numbered 7.5.X, version 7.6.43 of the CCM/CCMx firmware works on the traditional CCM7 module used in 
controllers such as the M2 and the M8, and on the newer CCMx-2, CCMx-4, and CCMx-8 modules used in the Mx controller.  
It also works on the CCMx components built into the main board of the Mx-1 single-door controller.  

This firmware package includes both a CCM BIOS component (for all controllers) and a STM-RTC component (for Mx controllers).  
The version numbers of these firmware components shown in the following table:  

CCM\CCMx 
version 

CCM BIOS 
version 

STM-RTC 
version 

7.6.44 7.6.30 7.4 

7.6.43 7.6.30 7.4 

7.6.42 7.6.30 7.4 

7.6.40.05 7.6.30 7.2 

7.6.20.25 7.6.02 6.9 

7.6.01.13 7.5.75 6.0 

7.5.70.12 7.5.66 5.5 

7.5.64.95 7.5.65 4.6 

7.5.61 7.5.28 4.4 

7.5.37 7.5.28 4.0 

7.5.36 7.5.28 4.0 

7.5.28 7.5.28 4.0 

 

CAUTION:  If you have an Mx controller running a CCMx firmware version earlier than 7.5.28, you must first upgrade to 
version 7.5.28 before you download version 7.6.43 to that controller.  Downloading version 7.6.43 to an Mx controller running 
CCMx firmware version earlier than 7.5.28 will lock up that controller.  

Bug Fixes 
This section lists the bug fixes included in this release.  

Reference ID Summary 

PAC-2277 Fixed issue that generates false reader tamper messages in Velocity Events Viewer and ICPAM Events 
Viewer  

PAC-2477 Fixed issue where correctly enrolled 32 Digit Credential are returning “Access Denied” event  

PAC-2506 Fixed issue where Velocity will return false intermittent Match and Reader offline messages 

PAC-2507 Fixed issue with FICAM CAC plus pin issue locking reader and causing Relay 1 to stop firing correctly  
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